Where Telecom Operators, Law Enforcement and the Intelligence Community Turn to Learn and Network

90 LEA/Interior Security/Intel Training Sessions and Courses to Choose From
ISS World Europe is the world's largest gathering of European Telecom Operators, Law Enforcement, Intelligence and Defense Analysts responsible for lawful interception, electronic investigations and network Intelligence gathering.

ISS World Programs present the methodologies and tools to bridge the chasms from lawful intercept data gathering to information creation to investigator knowledge to actionable intelligence.

Five ISS World Tracks

- Conference Track 1
  ISS for Lawful Interception
- Conference Track 2
  ISS for Criminal Investigation and Intelligence Gathering
- Conference Track 3
  ISS for Data Retention and Regulatory Compliance
- Conference Track 4
  ISS for Audio Video Forensics and Biometric Speaker Identification
- Training Track 5
  LEA, Intelligence and Defense Analyst Training and Product Demonstration Track

Keynote Sessions

**Wednesday, 1 October 2008**

8:30-8:45
Welcome Remarks
Tatiana Lucas, **ISS World Program Director**

8:45-10:15
Opening Addresses

Keynote Address
Jim Gamble, Chief Executive of the **Child Exploitation and Online Protection Centre (CEOP)**, affiliated to the **Serious Organized Crime Agency (SOCA)**, UK

Internet and IP Networking Impact on Lawful Interception, Criminal Investigation and Intelligence Gathering: Today and in the Future
Dr. Jerry Lucas, President, **TeleStrategies**

**Track 1**

ISS for Lawful Interception
This track is for Telecom Operators and Law Enforcement/Intelligence/Defense Analysts who are responsible for specifying or developing lawful intercept network infrastructure.

**Wednesday, 1 October 2008**

10:45-11:45
Lawful Interception Guru Panel
Moderator: Dr. Jerry Lucas, President, **TeleStrategies**
Panel:
- Dr. Cemal Dikmen, VP Product Management, **SS8 Networks**
- Shai Issler, VP Marketing and Business Development, **NICE Systems**
- Alessandro Mordacci, Senior Advisor, **Ericsson**
- Keith Driver-Head of Business Development (Intelligence/Defense), **Telesoft Technologies**

**13:15-13:45**
Real Time Intercept from Packet Networks, Challenges and Solutions
Keith Driver, Head of Business Development (Intelligence/Defense), **Telesoft Technologies**

**13:45-14:15**
Layer 7 Identity Management for Lawful Interception
Jerome Tollet, CTO & Co-Founder, **Qosmos**

**14:45-15:15**
Lawful Interception Challenges in the Fixed Mobile Convergence (FMC) Networks
Dr. Cemal Dikmen, VP Product Management, **SS8 Networks**

**15:15-15:45**
Target Identity in a Virtual World
Michael Rucker, Head Product Management & Business Development LIMS, **Utimaco Safeware AG**

**16:15-16:45**
Challenges and Solutions for LI in Complex IP Networks
Chris MacFarlane, President, **ETI Connect**

**16:45-17:15**
The Fox Replay Analyst Interception Analysis Ecosystem for Integrators, Government, Partners and Telecommunications Providers
Gertjan Schoenmaker, **Fox-IT**

**Thursday, 2 October 2008**

**8:30-9:00**
Why LI and Mass Intercept of IP are Both Doomed to Fail
Karanvir Singh, President, **Kommlabs**

**9:00-9:30**
Lawful Intercept Challenges for Wi-MAX and Video Telephony
Scott W. Coleman, Director of Marketing, **SS8 Networks**

For Complete ISS World® Conference Session Descriptions, Go To www.telestrategies.com
10:00-10:30  Lawful Interception in the Evolving World of Telecom
Otto Kern, Sales Consultant LI, Group2000

10:30-11:00  Building a ‘Smart’ Interception Solution
Alan Dubberley, Vice President Strategy Director Asia Pacific, AQSACOM

13:00-13:30  How Ericsson Addresses LI Challenges
Hakan Jonasson, Senior Sales Manager, Ericsson
Sten Lundell, Senior Sales Manager, Ericsson

13:30-14:00  Efficient Interception of IP Services
Alessandro Mordacci, Senior Advisor, Ericsson

14:30-15:00  Trends in Lawful Interception
Dana Sugarman, Director Product Marketing, Verint Systems

15:00-15:30  Network Convergence: Lawful Interception for Next Generation Network
Baruch Pinto, Product Manager, STAR-GATE, Verint Systems

16:00-16:30  New Requirements Demand Flexibility – Multi-standard and Multi-vendor Lawful Interception Solution for New Telecommunication Technologies and Services
Mauro Ibarra Dobes, CEO, Suntech Intelligent Solutions

16:30-17:00  High-Performance LI with Deep Packet Inspection on Commodity Hardware
Klaus Mochalski, CEO, Ipqoe

Friday, 3 October 2008
8:30-9:00  IP Challenges in the LI Environment
Omri Kletter, Product Design Engineer, NICE Systems

9:00-9:30  Monitoring Center – Implementation of Satellite Interception
Omri Kletter, Product Design Engineer, NICE Systems

10:00-11:00  What Investigators Have To Know About Telecom Operator Packet Activity Reporting, Port Information, CII, Timestamps, SIP, and IP Tapping
Klaus Mochalski, CEO, Ipqoe

11:30-12:30  Investigations Involving Peer To Peer File Sharing Networks, File Transfer Protocols, Gnutella, BitTorrent, EDonkey, Skype Issues and Deep Packet Investigation
Klaus Mochalski, CEO, Ipqoe

11:30-12:00  How to Combine Target, Parametric and Massive IP Interception in a Complex Country Wide Scenario
Mattia Mazzola, Project Manager MCR System, AREA

14:45-15:15  New Solutions for Massive Monitoring
Jean-Philippe Lelevre, Thales

15:15-15:45  The “8th Layer” – Unifying Communication Signal Sources and Applications on One Platform
Alexander Hoessrich, Managing Director, ATIS Systems

16:15-16:45  Is Lawful Interception Meaningful in an Increasingly Encrypted World?
Karanvir Singh, President, Kommlabs

16:45-17:15  Security in Lawful Interception
Rudolf Winschuh, Business Development Manager LIMS, Utimaco Safeware AG

Wednesday, 1 October 2008
10:45-11:15  Internet Traffic Decoding – the Hard Truth and Possible Solutions
Alessandro Guida, Solutions Architect, ATIS-Systems

11:15-11:45  Investigative Analysis and Intelligence Gathering Solutions
Vincent Barry, Vice President Sales and Marketing, ThorpeGlen

13:15-14:15  Intelligence Gathering Guru Panel
Moderator: Dr. Jerry Lucas, President, TeleStrategies
Panel:
Alexander Hoessrich, Managing Director, ATIS Systems
Vineet Sachdev, Sr. Director, SS8 Networks
Rudolf Winschuh, Business Development Manager LIMS, Utimaco Safeware AG
Karanvir Singh, President, Kommlabs
Meron Colbeli, Product Manager, Nice Systems
Chris Macfarlane, President, ETI Connect
Andrea Formenti, CEO, AREA

14:45-15:15  New Solutions for Massive Monitoring
Jean-Philippe Lelevre, Thales

15:15-15:45  The “8th Layer” – Unifying Communication Signal Sources and Applications on One Platform
Alexander Hoessrich, Managing Director, ATIS-Systems

16:15-16:45  Is Lawful Interception Meaningful in an Increasingly Encrypted World?
Karanvir Singh, President, Kommlabs

16:45-17:15  Security in Lawful Interception
Rudolf Winstchuh, Business Development Manager LIMS, Utimaco Safeware AG

Thursday, 2 October 2008
10:00-10:30  Lawful Interception in the Evolving World of Telecom
Otto Kern, Sales Consultant LI, Group2000

10:30-11:00  Building a ‘Smart’ Interception Solution
Alan Dubberley, Vice President Strategy Director Asia Pacific, AQSACOM

13:00-13:30  How Ericsson Addresses LI Challenges
Hakan Jonasson, Senior Sales Manager, Ericsson
Sten Lundell, Senior Sales Manager, Ericsson

13:30-14:00  Efficient Interception of IP Services
Alessandro Mordacci, Senior Advisor, Ericsson

14:30-15:00  Trends in Lawful Interception
Dana Sugarman, Director Product Marketing, Verint Systems

15:00-15:30  Network Convergence: Lawful Interception for Next Generation Network
Baruch Pinto, Product Manager, STAR-GATE, Verint Systems

16:00-16:30  New Requirements Demand Flexibility – Multi-standard and Multi-vendor Lawful Interception Solution for New Telecommunication Technologies and Services
Mauro Ibarra Dobes, CEO, Suntech Intelligent Solutions

16:30-17:00  High-Performance LI with Deep Packet Inspection on Commodity Hardware
Klaus Mochalski, CEO, Ipqoe

Friday, 3 October 2008
8:30-9:00  IP Challenges in the LI Environment
Omri Kletter, Product Design Engineer, NICE Systems

9:00-9:30  Monitoring Center – Implementation of Satellite Interception
Omri Kletter, Product Design Engineer, NICE Systems

10:00-11:00  What Investigators Have To Know About Telecom Operator Packet Activity Reporting, Port Information, CII, Timestamps, SIP, and IP Tapping
Klaus Mochalski, CEO, Ipqoe

11:30-12:30  Investigations Involving Peer To Peer File Sharing Networks, File Transfer Protocols, Gnutella, BitTorrent, EDonkey, Skype Issues and Deep Packet Investigation
Klaus Mochalski, CEO, Ipqoe

11:30-12:00  How to Combine Target, Parametric and Massive IP Interception in a Complex Country Wide Scenario
Mattia Mazzola, Project Manager MCR System, AREA
Thursday, 2 October 2008
8:30-9:00
Separate Signal From Noise, Massive Data Analysis Tools
Alper Tosun, BTT LTD
9:00-9:30
Passively Gathering Intelligence for LI and National Intelligence Agencies
Andre Scholtz, Sales and Marketing Director, VASTech
10:00-11:00 [Session A]
Incorporating High-Accuracy Location Information into Mobile Surveillance Strategies
Jeffrey F. Bull, Sr. Director of Product marketing, Safety and Security, TruePosition
10:00-10:30 [Session B]
Remote Forensic Software
Michael Thomas, DigiTask GmbH
10:30-11:00 [Session B]
Overcoming Traditional Challenges to Analyzing IP Content
Erik de Bueger, European Director of Sales, SS8 Networks
13:00-13:30 [Session A]
Dual Usage Strategy of Lawful Interception Systems
Elan Sharon, Chief Sales, Marketing & Operations Officer, Septier Communication
13:00-13:30 [Session B]
Data in a Haystack-Monitoring Systems with Advanced Workflow Management
Peller Zoltan, System Engineer, NETI
13:30-14:00 [Session A]
Future Challenges in the Lawful Interception Of IP Based Telecommunication
DigiTask GmbH, speaker to be announced
13:30-14:00 [Session B]
Realtime Traffic Analysis
Robert Leitch, Communication Manager, PROTEI
14:00-15:00 [Session A]
Complex Event Processing
Shai Issler, VP Marketing and Business Development, NICE Systems
14:00-15:00 [Session B]
Facing Real World Challenges in Communications and Security Monitoring with Integrated Interception & Analysis Approach
Paolo Alessandro Mari, Marketing and Communications, IPS Intelligence and Public Security
15:00-15:30 [Session A]
Target Centric vs. Data Centric Interception Approaches in the IP World
Daniel Adler, Director of Business Development, NICE Systems
15:00-15:30 [Session B]
REMOTE CONTROL SYSTEM v5: A Stealth, Spyware-Based System for Attacking, Infecting and Monitoring Computers and Smartphones
David Vincenzetti, Partner, and Valeriano Bedeschi, Partner, Hacking Team
16:00-16:30
theThreat.net: Dealing with the Retained Communications Data Explosion
Director, Detica
16:30-17:00
Trends and Challenges in IP Interception
Yuval Altman, Product Manager, Verint Systems
Friday, 3 October 2008
8:30-9:00
ATIS Interception Management System — AIMS
ATIS-Systems Speaker to be announced
10:00-10:30
Mobile Forensic Analysis for Smartphones
Oleg Fedorov, Oxygen Forensic
10:30-11:00
Do You Need to Retain the Complete Haystack to Find the Needle?
Sandeep Saxena, Vice President, Kommlabs
13:00-14:00 [Session A]
ISS for Data Retention and Regulatory Compliance
This track is for Telecom Operators and Law Enforcement, Intelligence and Defense Analysts who are responsible for Call Data Retention and Data Handoff.
Wednesday, 1 October 2008
10:45-11:15
The Challenge of IP Data Retention
Mario Mene, CTO, Intelligentias
11:15-11:45
Data Retention Efficient and Compact
Rudolf Winschuh, Business Development Manager LIMS, Utimaco Safeware AG
13:15-13:45
The Challenges of Collecting Data for Sophisticated and Nomadic Targets in Next-Generation Networks
Joe Hogan, CTO and Founder, Openet
13:45-14:15
Interceptions and Retained Data: How to Manage Huge Amount of Data with an Analysis Tool
Enzo Di Ninno, Head of Software Department, AREA
14:45-15:45
Data Retention Guru Panel
Moderator: Dr. Jerry Lucas, President, TeleStrategies
Panel: Joe Hogan, CTO, Openet
Vincent Barry, Vice President Sales and Marketing, ThorneyGlen
Mario Mene, Chief Technology Officer, Intelligentias
Andrea Fabrizi, General Manager, HP DRAGON, Hewlett Packard Company
Meron Colbeci, Product Manager, Nice Systems
Pompeo Santoro, Strategic Product Manager, Ericsson
Otto Kern, Consultant LI, Group2000
16:15-17:15
Telecom Operator Roundtable
Data Retention Discussion Panel
Moderator: Dr. Jerry Lucas, President, TeleStrategies
Panel: Alex, Leadbeater, Eu Data Retention Compliance Manager, BT
Cristina Vela, Senior Advisor, EU & International Regulatory Affairs, TELEFONICA S.A.
Luis Sousa Cardoso, Telecom Portugal
Dr. Claus-Dieter Ulmer, Attorney, Senior Vice President/CPO, Group Privacy, Deutsche Telekom
Thursday, 2 October 2008
8:30-9:00
How to Automate and Protect LEA Communications and Documents Related to Lawful Interceptions
Eugenio Bottinelli, Product Manager MCR Office, AREA
9:00-9:30
The Data Retention Challenge
Willem Carel van Setten van der Meer, Solution Architect Data Retention, Group2000
10:00-10:30
The Realities of Dealing with Data Retention Mandates
Joe Hogan, CTO and Founder, Openet
10:30-11:00
It Is More Than Retention – Multi-Standard, Multi-Vendor Management Solution for Data Retention Compliance
Benjamin, Marketing Manager, Suntech Intelligent Solutions
<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
</tr>
</thead>
<tbody>
<tr>
<td>10:00-10:30</td>
<td>Target Monitoring in a Retained Data Environment</td>
</tr>
<tr>
<td>10:30-11:00</td>
<td>ISS for Audio Video Forensics and Biometric Speaker Identification</td>
</tr>
<tr>
<td>11:00-12:00</td>
<td>Understanding Voice Biometric Speaker Identification for Criminal</td>
</tr>
<tr>
<td></td>
<td>Investigators and Intelligence Gathering</td>
</tr>
<tr>
<td>12:00-12:30</td>
<td>Deployment and Integration of Advanced Forensic Audio Signal Speech</td>
</tr>
<tr>
<td></td>
<td>Processing and Video Enhancement Sessions</td>
</tr>
<tr>
<td></td>
<td>Host: David Robinson, Consultant, Audio/Video Forensic Laboratory</td>
</tr>
<tr>
<td></td>
<td>Design &amp; Training</td>
</tr>
<tr>
<td></td>
<td>Invited Faculty:</td>
</tr>
<tr>
<td></td>
<td>Dr. Emilio Martinez (PhD Physics), CEO, Agnitio SL</td>
</tr>
<tr>
<td>12:30-13:00</td>
<td>State-of-the-Art Forensic and Intelligence Voice Biometrics</td>
</tr>
<tr>
<td></td>
<td>Implementations</td>
</tr>
<tr>
<td></td>
<td>Host: David Robinson, Consultant, Audio/Video Forensic Laboratory</td>
</tr>
<tr>
<td></td>
<td>Design &amp; Training</td>
</tr>
<tr>
<td></td>
<td>Invited Faculty:</td>
</tr>
<tr>
<td></td>
<td>Dr. Emilio Martinez (PhD Physics), CEO, Agnitio SL</td>
</tr>
<tr>
<td>13:00-13:30</td>
<td>Deployment and Integration of Advanced Forensic Audio Signal Speech</td>
</tr>
<tr>
<td></td>
<td>Processing and Video Enhancement Sessions</td>
</tr>
<tr>
<td>13:30-14:00</td>
<td>Integration of Advanced Forensic Audio Signal Speech Processing and</td>
</tr>
<tr>
<td></td>
<td>Video Enhancement Sessions</td>
</tr>
<tr>
<td>14:00-15:00</td>
<td>Speaker Authentication Activities Overview</td>
</tr>
<tr>
<td>15:00-16:00</td>
<td>Next Generation Data Retention Solution: Leveraging Data Retention</td>
</tr>
<tr>
<td></td>
<td>for BI Applications</td>
</tr>
<tr>
<td></td>
<td>Host: David Robinson, Consultant, Audio/Video Forensic Laboratory</td>
</tr>
<tr>
<td></td>
<td>Design &amp; Training</td>
</tr>
<tr>
<td></td>
<td>Invited Faculty:</td>
</tr>
<tr>
<td></td>
<td>Dr. Emilio Martinez (PhD Physics), CEO, Agnitio SL</td>
</tr>
<tr>
<td>16:00-17:00</td>
<td>Demonstration of Zebra Passive Surveillance System for Satellite</td>
</tr>
<tr>
<td></td>
<td>Network, PLMN and PSTN</td>
</tr>
<tr>
<td>17:00-18:00</td>
<td>Speaker Authentication Activities Overview</td>
</tr>
<tr>
<td>18:00-18:30</td>
<td>Next Generation Data Retention Solution: Leveraging Data Retention</td>
</tr>
<tr>
<td></td>
<td>for BI Applications</td>
</tr>
<tr>
<td>18:30-19:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
<tr>
<td>19:00-20:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
<tr>
<td>20:00-21:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
<tr>
<td>21:00-22:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
<tr>
<td>22:00-23:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
<tr>
<td>23:00-00:00</td>
<td>LEA Intelligence and Defense Analyst Training and Product</td>
</tr>
<tr>
<td></td>
<td>Demonstration Track</td>
</tr>
</tbody>
</table>
Registration Information

Save $300 by registering before 22 August 2008

Telecommunications Service Provider or Government Registration
ISS World® Conference (Tracks 1 to 3) and Exhibits ........................................... $995
Registration after 22 August 2008 ........................................................................ $1,295

Law Enforcement/Intelligence/Defense Registration*
ISS World® Conference (Tracks 1 to 3), Training Tracks 4 and 5 plus Exhibits .............. $995
Registration after 22 August 2008 ........................................................................ $1,295

Vendor Registration
ISS World® Conference (Tracks 1 to 3) and Exhibits ........................................... $1,995
Registration after 22 August 2008 ........................................................................ $2,295

*Note: To Attend the LEA/DHS/Interior/DoD Training Tracks 4 and 5 you must be a sworn law enforcement officer or military/intelligence/government employee. Also you must register by 24 September 2008 in order to verify eligibility. Government photo ID required for classroom access.

Special 50% Group Discount Offer: Register two attendees at regular price and receive 2 free passes at the same registration level. The net effect is a 50% discount for 4 attendees. Each additional registration beyond 4 also receive a 50% discount. To register at your group discount call 1-703-734-2600 or e-mail Tatiana Lucas at talucas@telestrategies.com.

Conference and Exhibition: Prague Congress Center To review hotels adjacent to the Prague Congress Center, go to www.telestrategies.com and select ISS World Europe.

Transfers and Substitutions: Transfers and substitutions are permissible up to 24 hours in advance of conference date. (Refund restrictions may apply.)

Cancellations and No-Shows: If you are unable to attend, there is no penalty if your cancellation is received in writing two weeks prior to conference date. Cancellations after that date are subject to a 25% service charge. Registrants who do not attend and who do not cancel before the conference date are liable for the full registration fee. If conference is postponed or cancelled, TeleStrategies is not responsible for any airfare, hotel or other costs incurred by registrants.

Conference Payment: Your registration fee must be paid prior to the ISS World event: VISA, American Express, MasterCard, Diners Club, Discovery, Company Check and Wire Transfer are acceptable forms of payment, please contact TeleStrategies Accounting Department +1-703-734-7050 or Fax: +1-703-556-3959 or Email talucas@telestrategies.com or mail to TeleStrategies, PO Box 811, McLean, VA, 22101, USA

International Attendees: If you need Visa assistance to attend ISS World, please contact Tatiana Lucas at talucas@telestrategies.com

Conference by Invitation Only: To attend ISS World® you must be a Telecommunications Service Provider, government employee, LEA or vendor with LI, surveillance or network products or services. If you have questions please contact Tatiana Lucas at talucas@telestrategies.com.

Fax registration to 1-703-734-9371
(payment in full is required before attendance)

☐ Please bill my company.
☐ Please bill my:
  ☐ VISA  ☐ MasterCard  ☐ American Express
  ☐ Discover  ☐ Diners Club
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