
Version 9.6 – Invisibility report 
 
The results of the invisibility tests apply to the following infection vectors: 

 silent installer;   
 melted application;  
 network injector INJECT-EXE attack;  
 offline CD.  

 
Please note:  

 AV products were installed with default options in a Windows 7 64-bit 
environment.  

 If you need information about a specific AV not listed, please contact us.  

 
The table below details the results of the test. 

AV Version Invisbility 

Adaware Antivirus 11   

Ahnlab V3 Internet Security 8   

Avast  Internet Security 2015 
 AVG (Full) Internet Security 2013 Full   

AVG (Free) Internet Security 2015 Free   

Avira (Full) Internet Security 2014 Full   

Avira (Free)  Internet Security 2015 Free   

Bitdefender  Internet Security 2013   

Dr. Web  Security Space 9   

ESET Smart Security 8 
 F-Prot Antivirus 6 
 F-Secure 2   

G Data Internet Security 2014   

Immunet (ClamAV) 3   

Kaspersky  Internet Security 2014   

McAfee  Internet Security 2014   

Microsoft (Security Essentials)  Security Essentials 4   

Norton (Free) Internet Security 2015   

Norton (Full) Internet Security 2013 
 Panda  Internet Security 2013   

VBA32 Personal 2014   

ZoneAlarm Free Antivirus + Firewall 13   
 
Legend: 

OK 
The firewall may interfere with the agent, or the agent 

can be marked as suspicious but the functionality is 
preserved. 
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